
NOTICE OF PRIVACY PRACTICES AND PROTECTION 
This Privacy Notice is provided for your information -- keep a copy of it for your records. 

No response is required or requested. 

Customer Privacy Is Our Business - We value our relationship with our 
customers and are dedicated to providing them with exceptional service 
and competitive product offers. As part of our dedication to servicing their 
insurance needs, we are committed to protecting the confidentiality of 
nonpublic personal information about our customers. This Privacy Notice 
will help you understand what type of information we collect about 
insured individuals, how the information we collect is used, and what 
measures we take to protect that information. 

What Information We Collect And How We Collect It - Depending on 
the type of product, we collect nonpublic personal information about 
insured individuals that may include: 
 address,
 telephone number,
 social security number,
 account information,
 income,
 employment,
 health status, and 
 other personal information relevant to their coverage.

We collect such information primarily from information we receive from 
individuals on applications or other forms. We may also collect 
information through telephone conversations or other electronic means, 
such as internet “cookies” (data stored on a computer by an internet 
browser when you use the internet to access our website) that may be used 
to track website usage, remember passwords customers create, and 
provide customers with website content specific to their needs and 
interests. We may also obtain information from third parties such as 
employers, non-affiliated insurers, physicians, hospitals and other 
medical providers. 

How Information Is Protected - We restrict access to nonpublic personal 
information to those employees who need to know that information to 
provide products or services to our customers. We maintain physical, 
electronic, and procedural safeguards that comply with federal and state 
regulations to guard such information. Information about insured 
individuals is accessed by our employees only when such access is 
necessary to conduct our business. For example, we may access 
information to offer other compatible products or services we provide, to 
process customer requests, and to administer our products or services. All 
employees are required to maintain the confidentiality of nonpublic 
personal information and to follow policies we establish to secure such 
confidentiality. 

Additionally, we require third parties to whom we disclose nonpublic 
personal information, or who receive or handle such information on our 
behalf, to adhere to our standard of privacy protection and to establish 
information security procedures. 

Disclosure - We do not disclose any nonpublic personal information 
about our customers or former customers to anyone, except as permitted 
by law. Information will only be disclosed for such purposes as 
conducting and auditing our business, administering the business of 
affiliated organizations, responding to requests from government 

authorities, or as authorized or requested by an insured individual. Such 
disclosures include, but are not limited to: 
 Affiliates – we may provide information to affiliated companies to

enable them to provide business services for us such as claims
processing, underwriting, and maintenance of your accounts, and to
offer products and services we provide.

 Agents and Brokers – we may provide information to enable agents
and brokers to provide business services for us and to offer products
and services we provide.

 Joint Marketing – we may provide information to non-affiliated third
parties to jointly market insurance products or services.

 Lending Institutions – we may provide information to non-affiliated
lending institutions, such as banks and credit unions, to offer products
and services we provide, and to provide business services for us.

 Government Entities – we may provide information upon request
from a State Department of Insurance or other government entity.
The purpose for the request may be to prevent fraud, conduct an audit
of our business practices, or for any other reason for which the
government entity is legally permitted to request information.

 Servicing organizations - we may provide information to servicing
organizations such as TPAs, reinsurers, attorneys, accountants,
actuaries, underwriters, and other such organizations to enable them
to provide business services for us.

We do not share, trade, sell, exchange or in any other way disclose 
nonpublic personal information except as stated above or to otherwise 
conduct the business of insurance. 

About this Privacy Notice - The examples contained in this Privacy 
Notice are provided as illustrations and are not a comprehensive account 
of the rights of any party under applicable federal and state laws. The 
policies and protections indicated in this Privacy Notice will remain 
effective even after an individual’s coverage is terminated, to the extent 
we retain information about that individual. We may change this Privacy 
Notice at any time and will inform you of any changes as required by law. 
Other applicable privacy protections may exist under state laws and we 
will comply with all applicable state laws when we disclose information 
about individual insureds. 

This Privacy Notice is distributed on behalf of Standard Security 
Life Insurance Company of New York. 

For additional information, contact us at: 
488 Madison Ave., Suite 803, New York, N.Y. 10022 

SSLCompliance@sslicny.com 

Last Update: November 2022 
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FACTS 
WHAT DOES STANDARD SECURITY 
DO WITH YOUR PERSONAL INFORMATION? 

Why? 
Financial companies choose how they share your personal information. Federal law gives consumers the right to limit 
some but not all sharing. Federal law also requires us to tell you how we collect, share, and protect your personal 
information. Please read this notice carefully to understand what we do. 

What? 
The types of personal information we collect and share depend on the product or service you have with us. This 
information can include: 

• Social Security number  Name, address, telephone number 
• Financial Information  Health information, including medical history 
• Date of birth  Information about your job and salary 

When you are no longer our customer, we continue to share your information as described in this notice. 

How? 
All financial companies need to share customers’ personal information to run their everyday business. In the section 
below, we list the reasons financial companies can share their customers’ personal information, the reasons Standard 
Security chooses to share, and whether you can limit this sharing. 

 
Reasons we can share your personal information 

 
Does Standard Security share? 

 
Can you limit this sharing? 

For our everyday business purposes - 
such as to process your transactions, maintain your 
account(s), respond to court orders and legal investigations, 
or report to credit bureaus 

YES NO 

For our marketing purposes – 
to offer our products and services to you 

YES NO 

For joint marketing with other financial companies NO N/A 
For our affiliates’ everyday business purposes – 
Information about your transactions and experiences 

YES NO 

For our affiliates’ everyday business purposes – 
Information about your credit worthiness 

NO N/A 

For our affiliates to market to you NO N/A 
For our non-affiliates to market to you NO N/A 
Who we are 
Who is providing this notice? Standard Security Life Insurance Company of New York 

What we do 
How does Standard Security 
protect my information? 

To protect your personal information from unauthorized access and use, we use security 
measures that comply with federal law. These measures include computer safeguards and 
secured files and buildings. In addition, we have policies and procedures that direct our 
employees and agents to protect your personal information. We do not share your personal 
information except as authorized by you or allowed by law. 

How does Standard Security 
collect my personal information? 

We collect your personal information; for example, when you apply for insurance or file a claim. 
We may collect your personal information from you, your insurance agent or broker, your 
employer, your medical providers, consumer reporting agencies or anyone you have authorized to 
provide us with information. 

Why can’t I limit all sharing? Federal law gives you the right to limit only 
• sharing for affiliates’ everyday business purposes – information about your credit worthiness. 
• affiliates from using your information to market to you 
• sharing for non-affiliates to market to you 
State laws and individual companies may give you additional rights to limit sharing 

Definitions 
Affiliates Companies related by common ownership or control. They can be financial and non-financial 

companies. 
• Our affiliates include other companies which are part of the Tokio Marine Group 

Non-Affiliates Companies not related by common ownership or control. They can be financial and non-financial 
companies This includes entities which provide claim administration, underwriting, investigation, 
reinsurance, policyholder, or other services to us or on our behalf. 

Joint marketing A formal agreement between nonaffiliated financial companies that together market financial 
products or services to you. Our joint marketing partners include insurance agents and brokers. 

Questions? Go to www.sslicny.com 
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